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Licensed per Physical, Virtual or Cloud Instance

- Uses multiple technologies to protect against viruses, malware, etc.
Anti-Malware

- Ransomware & Exploit Protection, Microsoft Windows only
Behavior Monitoring

- Safeguard users and applications by blocking access to malicious URLs
Web Reputation (WRS)

- Monitor Operating System & Application Logs for specified events
Log Inspection (LI)

- Decreases the attack surface of your physical and virtual servers.
- Monitor & protect against reconnaissance & port scans

Firewall (bi-directional / stateful)

- Use Recommendation Scans to help identify vulnerabilities
- Apply rules to shield known vulnerabilities until they can be patched

Intrusion Detection & Prevention (IDS/IPS)

- Monitor MS Windows for File, Directory & Registry changes
- Identify Linux Running Services, Processes & Listening Ports

Integrity Monitoring (File, Processes, etc.)

- Prevents unwanted and unknown applications from executing
- 64-bit Windows Svr 2008 R2, 2012 R2, 2016, 2019 & Linux

Application Control

Secure Cloud Services

Atlantic.Net stands ready to help you attain fast compliance with a range of certifications, such as SOC 2
and SOC 3, HIPAA, and HITECH, all with 24x7x365 support, monitoring, and world-class data center
infrastructure. For faster application deployment, free IT architecture design, and assessment, visit us at
www.atlantic.net, call 888-618-DATA (3282), or email us at sales@atlantic.net.
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